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Georgia SoftWorks is pleased to announce the latest release of Georgia SoftWorks UTS (Telnet Server) 
and SSH Shield (SSH Server). Version 8.09.0003 is now available for shipping and distribution.  
 
 

Feature # Description –Features  
Version 8.09.0003 – UTS/SSH Shield Major Feature Release 
Feature # Description  
A18145 GSW UTS (Telnet) and SSH Shield 

Client Self Termination  
Clients can self-terminate session with ctrl-x followed by F9. 
For example, if an  application hangs the user can terminate the session 
without  involving the system administrator.  

A18146 GSW UTS (Telnet) and SSH Shield and GSW ConnectBot 
Device and Client Information Strings 
When using the GSW ConnectBot client and Device and Client 
Information String is enabled, a number of environment variables can be 
accessed by the application to obtain device and client information. 

A18147 GSW UTS (Telnet) and SSH Shield 
Enable 3rd Party Client Mouse Operation 
3rd party clients that have mouse support can operate with the UTS. 
Examples: GSW ConnectBot and PuTTY 

A18148 GSW UTS (Telnet) 
Max 3rd Party Logon Attempts Added.  
The number of logon attempts before the session is disconnected. 

A18149 GSW UTS (Telnet) 
Logon Inactivity Timeout Added 
The amount of time that the user has to enter credentials before the 
session is disconnected. 

A18150 GSW UTS (Telnet) and SSH Shield Windows CE Clients 
Capability to Enable/Disable the Status Bar and the Task Bar 

A18151 GSW UTS (Telnet) and SSH Shield Desktop Client 
Ability to Change the Title Bar Content 

A18152 GSW UTS (SSH) 
SCP/SFTP Can Now Be Directed to a UNC Path.  

 
 

http://www.georgiasoftworks.com/
http://www.georgiasoftworks.com/
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Defect Resolutions: 
 
Version 8.09.0003 
Resolution # Description  - Defect Resolutions 
R18032 GSW UTS Windows Clients 

Automatic Update Could Fail Due to Missing DLL. (8.08.0003) 
 
STATUS: FIXED 

R18033 GSW UTS (Telnet) and SSH Shield 
Possibility of Screen Corruption  
Possibility of screen corruptions when running SAPConsole with 3rd 
party telnet / ssh clients due to null characters. 
 
STATUS: FIXED 

R18034 GSW UTS (Telnet) and SSH Shield 
GS_Color.txt Handing  
The UTS did not look for user-specific GS_Color.text in the users logon 
script folder. 
 
STATUS: FIXED 

 
Subscription Customers – Download and Install for Free! 

No Subscription? – It’s a great time to upgrade to the current version. Call for an estimate! 
 

More GREAT GSW PRODUCTS 
 
    

 

GSW ConnectBot 
SSH/Telnet Client for Android 

 
The most Secure Commercial SSH Client Available for Android 

  

 

 
              Georgia SoftWorks Business Tunnel  - SSH Tunneling at its Best 

 Easily Manage Multiple Tunnels with Multiple Channels 
Secure Access to Remote SMB Shares 

 
                 Securely Browse the Internet from non-secure locations, Send/Receive Email and much more! 

 

http://www.georgiasoftworks.com/
http://www.georgiasoftworks.com/downloads.php
http://www.georgiasoftworks.com/products/connectbot/connectbot.php
http://www.georgiasoftworks.com/products/tunnel/tunnel.php

