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CASE: Browse Company Intranet from Sales Branch NetGear N300 Router — Port Forwarding Configuration
Your company Headquarters does not allow incoming connections. You can set up a
tunnel from work Headquarters so multiple employees can browse the company
intranet from a new sales branch. The GSW Business Tunnel is on a different
computer than the web server.

Your router may need to be configured to port forward to the computer at the sales
branch, Thomas.
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. . . . GSW S8H 22 22 22 22 1921681124
Lion7 — GSW Business Tunnel Configuration
TurnelSetngs =
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SSH Host and Authenticati . .
ost and Authentication Thomas — GSW SSH Server Configuration

SSH Host info

o Settings
N e A
st ingerprt 3 1. Set Address of SSH Server Make sure remote port forwarding is enabled on the SSH Server. With the GSW
Hvsmﬂﬂﬁfﬂf‘:‘t Host. In this case, the router SSH Server, the setting is in the registry, as shown below.
is forwarded to the SSH X64 system:
Authentiction Server Host, so we use the HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\Georgia SoftWorks\GSW_SSHD\Parameters

Login

Use pubchey router IP Address

x86 system:
mm:::::“ 2. Set Authentication HKEV{LOCAL_MACHINE\SOFTWARE\Georgia SoftWorks\GSW_SSHD\Parameters
| e (2 Requirements. In this case, - Geargia Softiarks 25 (Default) REG_SZ fualue not set)
’—’”7 Authentication consisted of: b~ Georgia SoftWorks SSH Shield 4 bAES2560nly REG_DVYORD 0x00000001 (1)
Logon name and a e 2;‘7\;9;:;&%'“ SSH Tunnel
More detaiis password. : P;rameters ‘.’.'.ﬂbEnableRemnter’tanardl‘.‘ REG_DWVORD 0=00000001 (1)
Compressonlevel:  [6 | v Lzl em N Tia )
browcds [smony <]
Allow IPve: [
Enoyptondgortm:  [agszse <]
o B Thomas — GSW SSH Server Configuration
Cancel
From the Sales Branch Laptops, or any other
computer on the network, open browser and enter
the URL http://192.168.1.124:10080/
Lion7 — Channel Configuration 1. Select Remote forwarding
type.
Chann Setting B 5 Set the loopback address eacge 9
Wame: [RPF3gswChamel (127.0.0.1) as the local address. T A .
Fowardngtpe:  [Remote < 3. Enter port 80 for the local port
Local address:  [127.0.0.1 number.
laalpot: [@0 4. Fill in the remote address with
Remote address:  [0.0.00 0.0.0.0 which allows all
i Remoteport:  [mos0 computers on the network at the
Enabled: [ branch office to tunnel to
Headquarters.
== 5. Choose available port for the

remote port (10080)
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